Mellon — Keep Your Secrets

Innovative, Open-Source Password Manager for the Post-Quantum
Era Aligned with GDPR, OWASP, WCAG and Portugal's National
Strategy for Cyberspace Security




What is Mellon?

Password management

A next-generation, open-source tool that combines
technical innovations like zero-knowledge local-first
architecture, end-to-end encryption, and adaptive
security with user-first design

Core Value

Built to counter today’s cyber threats, tomorrow’s
quantum challenges and empower users with
control over their digital security and sensitive data

Goal

To establish a market-leading solution that scales from
individual users to enterprises leveraging free and paid
tiers as well as dual-licensing model



Market Opportunity

Mellon is uniquely positioned to capture
both individual and SME segments

Market growth

On European password management market in 2019-
2024 according to the Mordor Intelligence report

CAGR

Global market forecasted at most, reaching $8B by
2030 according to the same report

Market growth

Projected in Portugal, reaching $239M by 2029
according to the Statista forecast

Password management usage

Comparing to indirect competitors like digital and paper
notes, memorisation and build in browser storage


https://www.mordorintelligence.com/industry-reports/password-management-market
https://www.statista.com/outlook/tmo/cybersecurity/portugal

Key Technical
Innovations

Open-source codebase

Full codebase transparency and
community-driven development
to establish trust

Al-driven security

Adaptive behaviour based on
user's common patterns and
current context to detect threats
and response in real-time

Local-first architecture

With offline capability, end-to-end
encryption and seamless cross-
device synchronization with CRDT
mechanism

Advanced security

Incorporating passwordless
authentication, zero-knowledge
design, biometric authentication,
emergency access and many other
features



Post-quantum cryptography algorithms
standardized by US National Institute of

Competltlve Edge Standards and Technology. Kyber,

Missing in all the currently Dilithium amd SPHINCS+ prepared for

presented solutions guantum computing threats to current
encryption methods




Competitive
Differentiation

Market Gaps Addressed

Overcomes usability, transparency
and functionality issues in current
solutions: Bitwarden, LastPass,
1Password, etc

Unique Selling Points

Transparent, sustainable, simple
and decentralised secret
management where users controls
all the data

Various Pricing

Several paid tiers and unique dual-
licensing model allowing free self-
hosting and community development
with premium enterprise features

Corporate Features

Seamless cross-platform
synchronization and real-time
sharing and collaboration



o« e . Individual Cloud Family Bundle
Subscription Tiers Subscription

Tailored to stand away from the
competitors yet to thrive
financially targeting both B2C

and B2B markets Corporate Contracts Dedicated self-hosted
and Subscription Flat options for enhanced

—_— Rate rivacy and isolation
VISA @ PayPal MB war privacy



Revenue Streams

Based on our financial model
by year 5

€148,000

Individual and Family
Subscriptions

€78,000

Corporate
Subscriptions

€126,000

Corporate Contracts

39,000

Active users out of
256,000 total userbase



Financial Outlook

Year 5 turnover Year 5 asset valuation Opened to hire high-qualified

specialists in first two operational
years

10-20% >1.0 4 000

Of turnover allocated to marketing A break-even point of a return on Monthly acquired new users from
budget investment ratio after year 5 various marketing channels



Backed by Researches

Made by Mordor Intelligence, Security.org, Statista, Nucamp, Grand View, Fortune Business Insights and us.
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12 Secret Sharing for account publications in outlets like Pdblico
11 recovery launch or Codrops. First summer sales 1124 324 a00 o 498 258 200 i} 40 625 18% a% 0%
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Passwordless authentification for

5 Montlhy reviewed roadmap ~

Test marketing campaign on
individuals with data ownership
and freedom from platform and
value propositions. First

Competitors and Market Analysis

Shows how we stand from other solutions in features, pricing,
principles and market strategy

Financial Model

Aligned with product, marketing and hiring strategies to achieve
estimated turnover, assets values and future sustainable growth


https://docs.google.com/spreadsheets/d/1TRoU6Lo783eqLC8biEb5_IVea5ASCDCUHBcOjGHFZaQ/edit?gid=1009754274#gid=1009754274
https://docs.google.com/spreadsheets/d/15M55fycYUv009NIfZJQrFvLoNCnASicz6AkxnT4PLz4/edit?gid=0#gid=0
https://www.mordorintelligence.com/industry-reports/password-management-market
https://www.security.org/digital-safety/password-manager-annual-report/
https://www.statista.com/outlook/tmo/cybersecurity/portugal
https://www.nucamp.co/blog/coding-bootcamp-portugal-prt-portugal-cybersecurity-job-market-trends-and-growth-areas-for-2025
https://www.grandviewresearch.com/industry-analysis/password-management-market
https://www.fortunebusinessinsights.com/password-management-market-103753

Founding Team Highlights

Vladimir Lazarev Sofia Azzheurova Evgenii Antonenkov
Tech leader scaled teams up to 50 engieers UX/UI visionary with a track record of Performance marketing expert driving
and building products for 20kk MAU boosting conversion rates with creatives effective digital strategies with $1M-$2.2M
/ years of engineering and management 5 years of digital design experience annual budgets
experience 6 years of digital marketing experience
Combined Strengths
Deep technical expertise, strategic vision, Prior international experience and a commitment

and proven market execution to building a robust, secure product



Incubation Fit

Why Portugal?

— Thriving startup ecosystem with
strategic government and legal
support like "Law no. 21/2023"

- |Incubators providing a fertile
environment for innovation

Incubator Partnership

— Leveraging legal advisory, office
space, and professional events

- Gates into local networks for
partnerships, collaboration with
universities and talent acquisition

Our Commitment

- Self-funding initial development,
validated prototypes, and clear
milestones to achieve post-
iIncubation acceleration



Nearest Milestones

Incubation Q1 Incubation Q3/Q4

Basic feature development, Final product refinement,

blog launch, early user company registration and
testing launch

Pre-Incubation Incubation Q2 Break-Even & Growth
Prototype and hypothesis Scaling product features, Focus on sustainable growth with
validation, initial initiating B2B discussions, clear B2C/B2B acquisition
documentation Security audit and open- strategies

source release

Detailed technical roadmap and clear user acquisition KPIs are represented in the financial model.



https://docs.google.com/spreadsheets/d/15M55fycYUv009NIfZJQrFvLoNCnASicz6AkxnT4PLz4/edit?gid=0#gid=0

Let’s build the future of
digital security together

Please, support and incubate Mellon for
one year to scale our secure, innovative

solution.

Contact Vladimir for further discussion:
laidrivm@gmail.com

Find out more about Mellon



mailto:laidrivm@gmail.com
https://laidrivm.com/mellon.html

